An explosion of data and major strides in analytics are challenging companies to reassess their policies, infrastructure, and capabilities around the use of technology, data and analytics (D&A), privacy, cybersecurity, and financial reporting in order to make better business decisions.

Given their oversight roles, how can boards and audit committees help ensure that the company is getting the appropriate insights while taking the necessary precautions to protect the company, its employees, customers, and others?

“The first thing boards need to ask is ‘how is the company itself organizing its data and who is responsible for it?’” said Roger O’Donnell, Global Head of Audit Data and Analytics for KPMG. “And, more broadly, the board needs to think about the company’s strategy and ensure that its policies for collecting and using data make sense in the context of the business. If something were to happen that was not intended, does the board understand the potential risk to the business and the brand?”

O’Donnell was joined in the discussion of D&A oversight on the March KPMG/NACD Quarterly Audit Committee Webcast by moderator Jose R. Rodriguez, Executive Director and Partner-in-Charge of the KPMG Audit Committee Institute.

According to the 2017 KPMG CEO survey, 71 percent of CEOs consider their company to be a “technology company;” yet 49 percent have concerns about the integrity of the data on which they base decisions; and 61 percent are concerned about integrating artificial intelligence and machine learning into their business operations. These challenges—and the accelerating pace and complexity of data-driven technologies—highlight the critical role boards and audit committees have to play in helping to assess the risks and opportunities presented by the company’s use of data and analytics.

**Data strategy**

Boards and audit committees should have a holistic view of the company’s strategy around D&A—specifically what data is collected, how it is used, and who oversees that effort. Some companies employ a chief data officer, others have an aggregate data function with the office of the chief information officer, and, in many cases, the CFO’s office is becoming much more involved, said O’Donnell.

Among the key questions for directors to consider:

- How is the data being collected and organized within the company and who is involved? Ultimately, who is responsible?
- Can the data be trusted? How is the quality and integrity of the data assessed?
- Does the company have a data ethics policy to protect the brand reputation and reduce legal risk?
- Does the company have the right talent, skills, and resources required to implement/manage its D&A activities?
- Has the company scoped out the near-term and longer-term opportunities for its use of D&A, including financial reporting and predictive analytics?

**Data security and protection**

O’Donnell says that this conversation for directors is two-fold: “There are security decisions related to your infrastructure choice—on-site hardware versus cloud, but there are also questions for boards to consider around what type of information and data is captured and how it is used.” With regard to the strategy that the company has set forth, does the way the...
company is utilizing information, specifically customer data, align with customer understanding and privacy expectations? “This has to go right through the CEO’s office to ensure that there’s a strategy in place so that everyone understands what data is being collected, how it is being utilized, and who is receiving it,” said O’Donnell.

“I think boards have a responsibility to ensure that they’re protecting the business and the brand and to ensure that customers aren’t going to feel that their privacy was violated or manipulated or their information was used in a manner for which it wasn’t originally provided,” said O’Donnell.

**Internal audit’s focus and resources**

Digital advances in areas such as mobile and cloud computing, automation, and artificial intelligence are transforming the ways companies do business, creating demand for new and improved internal controls and risk management. At the same time, automation and advanced analytics are helping internal audit improve performance. Adoption of digital technologies also creates challenges for internal audit that audit committees may want to focus on. “What’s the resource complement for internal audit, as well as others in the organization, to help support greater analysis of things like procurement decisions and T&E?” asks O’Donnell.

O’Donnell suggests looking at what the company can automate into an analysis platform—general ledger information, journal entries, customer data—and presenting that to internal audit to better focus their analysis.

**External audit and financial reporting**

Regarding the external audit and the development of smart audit platforms, O’Donnell says that greater use of data and analytics in the audit can enable more analysis of larger volumes of data, which can help the audit team to better assess anomalies, exceptions, and how to handle them. Other outcomes include earlier indicators of control risk, greater scenario analysis, stress testing, and customer trends as indicated in the figure on the next page.

“From an audit perspective, we can move from limited samples to a place of complete analysis and looking at 100 percent of transactions,” said O’Donnell. “I use the word ‘analysis’ as opposed to ‘audit’ because I think the combination of D&As and auditor determinations is going to give the company indications and information that management can react to.” These technologies don’t eliminate the need for people. There can still be false positives and false negatives because the number of anomalies in a larger data pool will, by definition, be bigger.”
“Putting together structured and unstructured data, having the expertise to unpack the information, and then having the right skill sets to look at how information comes together to drive analytics and business decisions all depend on whether the right questions are being asked,” said O’Donnell. With greater insight, the company’s view on revenue, valuation, and even credit decisions can become more predictive. How might the company gain insight and better communicate information on adjusted non-GAAP earnings and non-financial metrics, the value of intangible assets, and key performance indicators? How can the company use D&A to fine-tune projections?

A holistic view
As board members think through the challenges that exist with the advancement of D&A, it’s also important to view the opportunities and the long-term benefits, said O’Donnell. “Does the company have the right workforce with the right skillsets to manage through these changes? Has the board ensured the right level of governance and oversight to serve the company as it implements new systems and processes and also to help protect the data that the company captures and the information it derives?”

Opportunity presented by data and technology

**Digital automation**
- Allows for evaluation of larger data sets
- Enables a more granular analysis of underlying data and use of algorithms/rules
- Supports the auditor’s ability to identify unique transactions and pinpoint data or performance anomalies
- Enhances visualizations of results to facilitate interpretation

**Predictive analytics**
- Enables a deeper and more robust understanding of business risks by using client’s data combined with an analysis of industry or market data
- Provides auditors with refined analytical capabilities and knowledge

**Cognitive technologies**
- Enables the analysis of larger volumes of data, in particular unstructured data
- Allows auditors to dig deeper into identified exceptions
- Augments professional judgment and enhances decision making

In your view, what are the greatest challenges to integrating data and analytics into the audit?

<table>
<thead>
<tr>
<th>Challenge</th>
<th>Percentage</th>
</tr>
</thead>
<tbody>
<tr>
<td>Auditor skills and resources</td>
<td>45%</td>
</tr>
<tr>
<td>Regulatory standards</td>
<td>20%</td>
</tr>
<tr>
<td>catching up to technology</td>
<td></td>
</tr>
<tr>
<td>Data security</td>
<td>16%</td>
</tr>
<tr>
<td>Other</td>
<td>19%</td>
</tr>
</tbody>
</table>

Of 658 audit committee members, other directors and C-level executives surveyed during the Webcast on March 22, 2018.

For the full replay and other highlights, visit kpmg.com/aciwebcast.
Key questions for boards to ask regarding D&A:

— Are current and future business challenges being effectively aligned with the right data and technology solutions?
— Has management assessed the data infrastructure and the data available to drive the digital strategy? Who is accountable for data decisions and the associated risks?
— Has management assessed the ability of the IT infrastructure to support these advanced technologies?
— What is the current workforce’s skill set? Where does it need to be?
— Has an appropriate governance structure been put in place, including the board and its committees, to manage such innovation and change?

Critical issues for audit committees:

— Understand how finance, internal audit, operations, controllership, the external auditor, and others within the organization expect to use advanced data and analytics in the next several years. It has to be a coordinated effort.
— Understand how management will oversee and govern this transformation in relation to costs, quality, talent, controls, key performance indicators, etc. What resources, technologies, and skills will be required? What controls are in place? What is internal audit’s role?
— How will data be secured and protected? Is the company managing/using the data in a way that aligns with customer expectations? Are the policies and processes around that clearly articulated and understood, both internally and externally?
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